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By the end of this session, TPW:
➔ describe current social media trends.
➔ explain the potential dangers of unmonitored 

social media use.
➔ give examples of appropriate parental monitoring 

of adolescent social media use
➔ understand the roles of student, parents, and 

school personnel in safe social media use.

Why are we here?



You, the parents
Cameron McKinley, Technology Coach
Rachel Sizemore, 6th grade counselor
John Aufdemorte, 7th grade counselor
Kathy Hartwiger, 8th grade counselor

Bryan Monosky, Hoover Police Officer / SRO

The Starting Lineup…..



Margaret Kneisley, Assistant Principal
Terry Lamar, Assistant Principal
Kari Tibbs, Assistant Principal

Chris Robbins, Principal

The Starting Lineup (cont’d)....



➔ Start with a short presentation, then….
➔ Largely discussion and parent-need driven
➔ You may ask questions or raise a topic of 

concern at any time
◆ Raise your hand, or….
◆ Devices are spread out around the room (or you 

can use your smartphone) - feel free to submit a 
topic or question for discussion - http://bit.ly/19CFjeX

Session Format

http://bit.ly/19CFjeX


1. Welcome | Introduction | Agenda
2. “What’s Going on in their Brains?” - 

Counselors
3. “What Parents Need to Know” - Cameron 

McKinley
4. “What’s a School to do?” - Chris Robbins
5. “What’s a Parent to do?” - Everyone
6. Open Discussion | Panel Q and A

Session Agenda



“What’s Going 
on in their 
Brains?”



➔ Current brain research has much to say 
about the behavior, problem-solving, and 
decision-making abilities of our teens.

➔ How do we see this impact their use of 
social media?

➔ See handout relating to brain research.

What’s Going on in their Brains?



“What Parents 
Need to Know”



SPEND SOME TIME 

WITH YOUR KIDS ONLINE

http://www.youtube.com/watch?v=72M3Y-UdkBc


What Parents Need to Know

http://www.cbsnews.com/video/watch/?id=50155197n

http://www.cbsnews.com/video/watch/?id=50155197n
http://www.cbsnews.com/video/watch/?id=50155197n
http://www.cbsnews.com/video/watch/?id=50155197n


What Parents Need to Know



What Parents Need to Know



What Parents Need to Know



What Parents Need to Know



What Parents Need to Know



What Parents Need to Know



What Parents Need to Know



What Parents Need to Know



“What’s a 
school to do 
about social 

media?”



➔ What is Berry’s approach to addressing 
safe social media use for our 
adolescents?
◆ Educate students relentlessly

● Trainings | TV Broadcasts | Intercom | 
Assemblies | Connections lessons

◆ Be a resource to families continuously
● Forums | Situational Support | Connection to 

Resources | Network / Collaboration with 
others

What’s a school to do?



What challenges does Berry currently face 
when it comes to adolescent 

social media use?

What’s a school to do? (cont’d)



➔ Students posting too much information 
about themselves or making their 
accounts “public” (name, school, friends, 
etc.)

➔ Cyberbullying / harassment of others
➔ Threatening statements / taunting

What’s a school to do? (cont’d)



How does Berry respond when issues or 
concerns arise regarding adolescent social 

media use?

What’s a school to do? (cont’d)



➔ Engage students in finding out all of the facts.
➔ Inform the parents of all students involved.
➔ Contact local agencies (HPD, DHR, etc.), if 

necessary.
➔ Educate all of the parties regarding the social 

media implications.
➔ Collaborate with others within the building to 

note trends and commonalities.

What’s a school to do? (cont’d)



http://www.youtube.com/watch?v=fjuPlNj2_xE


What about school-based discipline for 
misuse of social media?

What’s a school to do? (cont’d)



➔ School policy effectively addresses 
incidents which occur on school grounds 
or at school-sponsored events.
◆ Schools easily show a clear disruption on the 

educational process when these incidents occur.
◆ Schools are able to contact parents, issue 

consequences, and correct the behavior.  The 
issue is resolved.

What’s a school to do? (cont’d)



➔ However, when the incident takes place in 
the social media world, the connection to 
school is often less clear.
◆ Are there legal issues to consider?
◆ Are there issues of a student’s free speech to be 

considered?
◆ How has the educational process been 

disrupted? (ref. Tinker vs. Des Moines.)

What’s a school to do? (cont’d)



Ultimately, students can receive school-
based consequences based upon the 

disruption the social media incident causes, 
not for the posting itself.

What’s a school to do? (cont’d)



“What’s a 
parent to do 
about social 

media?”



Based on current research from multiple 
sources (CommonSenseMedia, etc.), here 

are several guidelines / self-checks for 
monitoring your adolescent’s 

use of social media:

What is a parent to do?



➔ Ask them about current trends they are 
seeing with their friends and at their 
friends’ houses.

➔ Seek to understand what technology they 
are using and how it works.

➔ Define technology “acceptable use” for 
them.

#1 - Start the Dialogue.



➔ Find out what devices you have in your 
home and what they can do.
◆ Kindle, Nooks, iPads, XBox, smart phones, 

iTouch, Chromebooks, laptops, gaming systems, 
etc.

➔ Find out where they are kept in your 
home.

#2 - Conduct a tech inventory.



➔ Establish boundaries in your home for….
◆ WHAT devices will be used.
◆ WHEN the devices will be used.
◆ HOW the devices will be used.
◆ WHERE they will be used.
◆ And, when they will be turned off for the evening, 

turned into parents, or placed in a off “spot”.
◆ Consider a written contract.

#3 - Create accountability.



➔ Discuss what websites are acceptable for 
viewing.

➔ Discuss what websites are NOT 
acceptable for viewing.

➔ Employ a web filter on your home network.
◆ Adolescents should not have unfiltered web 

access to the internet.
➔ Talk to their friends’ parents about theirs.

#4 - Clearly outline web 
expectations.



➔ Discuss the dangers of giving out personal 
or identifiable information online - make all 
accounts private.
◆ Includes photos, addresses, school, school 

teams, phone numbers, first and last names, 
parents’ workplaces, etc. 

◆ Predators often “stalk” their victims over time, and 
are patiently putting pieces of a puzzle together 
that the student gradually reveals over time.

#5 - Discuss online safety regularly.



➔ Outline how you expect your child to 
respond if they are in a situation which is 
uncomfortable or unsafe, such as….
◆ exposure to pornography
◆ cyberbullying
◆ plagiarism
◆ online predator / stalking
◆ harassment
◆ “sexting”

#6 - Practice “What do I do if…”



➔ Monitor your child’s usage of social media
◆ know all passwords.
◆ if they have it, you should have it.
◆ check internet history.
◆ monitor postings, friends, etc.
◆ look at photos and videos on devices, both sent 

and received.
◆ talk about their “privacy” and how far it extends in 

your home…..

#7 - Check up on them.



➔ Contact your school counselor or 
administrator with concerns or questions.
◆ “What are you seeing at your house?”
◆ “What are you seeing at the school relating to 

_______?”
◆ “Have you heard of this before?”
◆ “How should I handle this situation?”

#8 - Communicate with the school.



what device your middle schooler is using,
when they are using their device, 

how they are using the device,
where are they going in their online world,   

and with whom they are interacting.

In summary….



Panel 
Discussion |  
Open Forum



In the end….

➔ We are partnering with you, our families, 
to try to keep our kids safe in an ever-
changing, ever-threatening, technology-
rich environment.

➔ Therefore, student-safety must remain our 
first priority when addressing these issues.



Thank you for 
taking the time 

to attend!



Other Resources
Parent Tip Sheets http://www.commonsensemedia.
org/educators/educate-families/tip-sheets

Cyberbullying Tips for Kids
http://www.commonsensemedia.org/videos/cyberbullying-prevention-tips-for-kids\

Top 10 Cyberbulling Questions
http://www.commonsensemedia.org/blog/parents-top-10-cyberbullying-questions

Omegle
http://www.bewebsmart.com/internet-safety/what-is-omegle-is-it-okay-for-kids/

http://www.commonsensemedia.org/educators/educate-families/tip-sheets
http://www.commonsensemedia.org/educators/educate-families/tip-sheets
http://www.commonsensemedia.org/educators/educate-families/tip-sheets
http://www.commonsensemedia.org/videos/cyberbullying-prevention-tips-for-kids
http://www.commonsensemedia.org/videos/cyberbullying-prevention-tips-for-kids
http://www.commonsensemedia.org/blog/parents-top-10-cyberbullying-questions
http://www.commonsensemedia.org/blog/parents-top-10-cyberbullying-questions
http://www.bewebsmart.com/internet-safety/what-is-omegle-is-it-okay-for-kids/
http://www.bewebsmart.com/internet-safety/what-is-omegle-is-it-okay-for-kids/


Third party web filtering software can filter objectionable content from all programs. 
While no software can completely block all objectionable contact, third-party software 
exists that can provide a very high filter level. Some of the options are for software to 
be downloaded to the device and others are changes for your router so every device 
whether plugged in or wireless is protected. Some examples:

There are also a few sites which review the effectiveness of such filters:

● PC Magazine
● FilterReview.com
● Internet Filter Review 2006

Web Filtering

http://www.pcmag.com/category2/0,1874,1639158,00.asp
http://www.pcmag.com/category2/0,1874,1639158,00.asp
http://www.filterreview.com/
http://www.filterreview.com/
http://internet-filter-review.toptenreviews.com/
http://internet-filter-review.toptenreviews.com/
http://internet-filter-review.toptenreviews.com/
http://www.safeeyes.com/
http://www1.k9webprotection.com/
http://www.cyberpatrol.com/home/
http://www.cybersitter.com/
http://www.opendns.com/parental-controls

